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TR 23.799 has captured key issue 7 on Network Function Granularity and Interactions between them. Specifically, the key issue states:

It is expected that network systems will consist of multiple physical and/or virtual network functions that may be deployed in the operator’s network, and be able to support diverse service requirements.

To achieve flexibility, the next generation system architecture design should have the following capabilities: 

· Support for network deployment with centralized or distributed control plane network functions including dynamic deployment of functions.

· High function re-usability in network deployments through architecture principles that allow flexible network function deployment, ease of interfacing, flexible chaining, co-location of network functions
The solution for the functional granularity should cover:

· Criteria to determine the right level of granularity of next generation network functions, such as:

· The level of inter-dependency between network functions

· Need for independent scalability of individual network functions

· Need for deployment of individual network functions within or across operator network (e.g. PLMN) boundaries

· Need for supporting centralized or geographically distributed deployments

· Based on above, identification of the network functions for the next generation architecture and definition of the set of functionalities supported by each of them.

NOTE:
The solution proposal for defining the right level of granularity of network functions will be based on the functionalities defined by the other key issues such as, session management, mobility management, QoS framework. As such it is expected that solutions addressing this aspect will be discussed after a degree of progress has been reached for other key issues.
For the control plane network functions, the solution should support flexible interconnection between them. For the user plane network functions, the solutions should support flexible chaining between them. The solution for the interconnection of the control plane network functions should allow

· Network functions to be able to interact with each other, e.g. for new services and features, while avoiding functional and signalling impact to unrelated network functions for a given interaction

· Mechanism for the exchange of information between network functions that results in agile/rapid deployment of new services, e.g. mechanism that allows reuse of procedures, wherever possible

· Ability to deploy network functions in various network configurations

Proposal

This solution applies to Key Issue 7 – on Network Function Granularity and Interactions between them. It introduces a methodology to obtain an adequate network granularity. 
It is proposed to add the following changes to TR 23.799.

* * * Start of changes * * * *

6.7.x
Solution 7.x  - Defining Network Function granularity
Editor's Note: in the present version of this document, the following subclauses do not propose a granularity for the Network Functions but only the methodology to determine the optimal granularity. The tables are expected to be filled in based on the outcome of other Key Issues.

6.7. x.1 General
It is expected that each Network Function of the final architecture will be made of one or more elementary network functions (eNF(1..n)), to be defined in the different key issues of the TR such as session management, mobility management, session continuity, etc.   
NOTE 1:
eNF shall not be confused with VNFC 

NOTE 2:
According to section 3.1 of this TR, a Network Function (NF) is a processing function in a network, which has defined functional behaviour and defined interfaces. NF perfoms different tasks called elementary network functions (eNF). 

In order to obtain the optimised network architecture, it is proposed to use a well-defined methodology to determine how to combine elementary network functions into Network Functions. 
The methodology is composed of 3 steps. The first step lists the different elementary network functions necessary for the 5G CN based on the solutions provided by the other key issues. The second step identifies the elementary functions that shall be kept separated from the others and thus assimilated to Network functions, based on separation criteria. The third step gives the elementary functions that shall be combined together into Network Function based on combination criteria. 

6.7.x.2 Step 1: Identifying the elementary network functions 
This step identifies the different elementary network functions necessary for the 5G CN based on the solutions provided by the other key issues of the TR. 
6.7.x.2 Step 2: Identifying the elementary network functions to be kept separated
The following criteria should be considered to determine which elementary network functions should be kept separated:
· Centralized or distributed (far from / close to a UE): a distributed elementary network function is a function that needs to be located in the edge (for at least one use case). It should not be gathered with another elementary network function that has no such constraints and that will be most probably centralised. As an example, in case of cloud access network, the access management function responsible for the physical connection with the device shall be in the edge because of access delay constraints.  

· Re-usability: an elementary network function that can be potentially used by multiple service layers or have different internal variants shall be kept standalone. As an example, the HSS is today used by different types of networks: EPC, IMS and the IMS AS.  
· Optionality: for resource optimisation purpose, an elementary network function that will be solicited for only some use cases should be kept separated from those that will be solicited for all use cases. For example: the policy control elementary network function may not be necessary for devices connecting through a fixed access; core network handover management elementary function will not be used for fixed-like usages. 
· Evolution cycle of the function: an elementary network function that will evolve rapidly (internal algorithm or new feature in normalisation every 6 to 12 month) shall be kept separated from those that have a slower evolution cycle. As an example, the authentication function may evolve rapidly and independently from the others because of the introduction of new authentication methods.  
The following table shall be filled in. 
	Elementary Network functions
	Distributed

	Re-usability

	Optionality

	Industrial Expertise

	Evolution cycle


	Example 1
	Yes
	Yes
	Yes
	database
	Rapid

	Example 2
	No
	No
	No
	Network 
	Rapid
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	eNFi
	
	
	
	
	


At the end of this step, 
· Elementary functions with high separation constraints (example 1 in the table) can be deduced. Each of them represents one Network function. They are not considered in step 3. 

· Elementary functions (example 2 in the table) with low or without separation constraints can be deduced (eNF(a..j)).They are considered in step 3 to decide whether/how to combine them within Network Functions. 
· Any other eNF-to-eNF non-affinity shall be underlined at the end of this step. 
6.x.2  Step 3: Identify the network elementary functions to be combined
This third step handles only with elementary network functions (eNF(a..j)) with low or without separation constraints and considers the eNF-to-eNF non affinity deduced from the previous step to determine how they can be combined. 
eNF are combined in the objective of: 
· Reducing the complexity of interfaces that could exist between them,
· Obtaining a simple architecture with the less of interfaces. 
Combination work shall at least look at the eNF from the same functional domain. Thus, the table below shall be filled in to determine the functional domain of each eNF.  When eNFs are combined, implementation shall grant for each of them an independent scalability within the NF. 
	
	network
	Security 
	Charging
	database
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* * * End of Changes * * * 
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